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Describe the state’s privacy and security framework, which must consider federal 
and state laws and regulations and adherence to the privacy principles 
articulated in the HHS Privacy and Security Framework. 
 
1. Privacy and Security Framework 
 
HHS has identified eight privacy principles 
http://healthit.hhs.gov/portal/server.pt/gateway/PTARGS_0_10731_848088_0_0_
18/NationwidePS_Framework-5.pdf  which the Arkansas Health Information 
Exchange will follow. These principles will be addressed as follows: 
 

- Individual Access 
- Correction 
- Openness and Transparency 
- Individual Choice 
- Collection, Use and Disclosure Limitation 
- Data Quality and Integrity 
- Safeguards 
- Accountability 

 
Provide plans to analyze and/or modify state laws. 
 
2. State Laws 
 
Describe plans to develop policies and procedures necessary to enable and 
foster information exchange within the state and interstate. 
 
3. Policies and Procedures 
 
Describe plans to communication and/or negotiate with other states to enable 
exchange. 
 
4. Exchange Between States 
 
Describe existing trust agreements that enable the secure flow of information 
among parties. 
 
5. Trust Agreements 
 
Describe stakeholder endorsement of the statewide policy framework. 
 
6. Stakeholder Endorsement and Oversight 

http://healthit.hhs.gov/portal/server.pt/gateway/PTARGS_0_10731_848088_0_0_18/NationwidePS_Framework-5.pdf
http://healthit.hhs.gov/portal/server.pt/gateway/PTARGS_0_10731_848088_0_0_18/NationwidePS_Framework-5.pdf




 


